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PREFACE

The Defense Information Systems Security Program is a joint undertaking of
the Defense Information Systems Agency (DISA) and the National Security 
Agency (NSA).  This document was prepared by the Architecture and 
Engineering Directorate of the DISA Center for Information System 
Security.  The Architecture and Engineering Directorate is located at the 
NSA and comments on this document may be delivered to:

DIRECTOR, NATIONAL SECURITY AGENCY
Fort George G. Meade, MD 20755-6000

Attention:  CISS/A&E/V37
Facsimile:  410-859-6813

Internet:  rmcallister@dockmaster.ncsc.mil
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