********************************Revision Log************************************

12/18/95	PJH: Added release 5.0, NSMonitor program, new Install, reference to SentinelSAFE and minor revisions throughout. 

3/24/95		MJH: Added CE Conformity Assessment and ISO 9000 Certification.

3/11-23/95	New problem reporting section and form.  Added Shared Licenses feature (to feature chapter, Open First Key, Open Next Key).  Minor changes from Kinh Dang.  Added lots of entries to index.  Fixed 2 erros in monitor sample screens: time-out should be 0 if high is not >= maximum.

2/1/95		Minor changes from developers. Install program not yet done for Win NT and Win 32, so deleted screen pictures.  Changed headings so small words are not initial caps. Changed support phone number to direct number to Tech Support.  Added family code step to windows eval program.

11-12/94	Reformatted to look like new SuperPro.  Added index.   Deleted RMA voice mailbox.

Release 4.2: Server can be a  Windows NT workstation.  Added support for 32-bit Windows applications, W32EDIT. Added sub-licensing feature and API call.

04/23/94	Minor editing.

02/14/94 	Corrected problem report form.

01/25/94 	Encrpytion techniques may be impossible in some languages.

-- Rev C (release 4.21) --



--Released 9/93 --

09/01/93	Added /ST option for all servers.  Changed Germany address.

04-07/93	Reformatted and edited all.

01/28/93	JMF	Reorganized and updated for 3.60

-- Rev B (release 3.60) --

<<Note: First release went out as Revision B for no known reason; there was no Rev A>>
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��NetSentinel Monitor Programs

The NetSentinel monitor programs, for Windows, DOS, and OS/2, display information on all the security servers and NetSentinel keys in your network. These programs provide a management and administration tool for tracking and analyzing data, such as the number of licenses in use, the number of users connected to the licenses, and the protocols.



Three versions of the monitor are provided: 

�SYMBOL 183 \f "Symbol" \s 10 \h�	WINMON - A Windows-based tool that displays NetSentinel servers, keys, products, and users in the field. Unused licenses may be released and re-assigned from a single screen.  The monitor may be customized by the system administrator to identify servers, users and products by name. In addition, the developer may customize license and product information in the monitor prior to shipping to the end user.

�SYMBOL 183 \f "Symbol" \s 10 \h�	DOSMON  - A DOS-based tool that displays all security servers, NetSentinel keys, and users on the network (except servers that use Named Pipes). 

�SYMBOL 183 \f "Symbol" \s 10 \h�	OS2MON - An OS/2-based tool that displays all security servers, NetSetninel keys, and users on the network.



Note	Rainbow Technologies provides the Rainbow NetSentinel Monitor Programs to developers with the right to distribute copies of the program to their customers. Please instruct your end users to contact you directly with any questions. 

The information describing WINMON, DOSMON, and OS2MON is written for the system administrator or end user. The text of this chapter is included on the installation diskette. You may insert it in your manual or edit to fit your needs.

WINMON 

The NetSentinel Windows Monitor program, � XE "WINMON" �WINMON, allows you and view the status of all NetSentinel servers and their keys, products, and users.  



The program consists of two utilities: NetSentinel Monitor� XE "NetSentinel Monitor" � and Edit Monitor Map� XE "NetSentinal Edit Monitor Map" �. The NetSentinel Monitor utility provides an overview of all servers, keys, products, and users. You can view the last access time per user and release licenses from users. Note that you may establish a password to restrict the use of the ‘release license feature’.



In addition, the NetSentinel Monitor utility provides a detailed view of servers, products, and keys through the View by Servers, Products, and Users table. 



The monitor program can be customized to your application through the  Edit Monitor Map utility. You may identify the servers by name and protocol, and map to individual keys, products, and/or users. In addition, the licenses and products shown in your monitor may have been customized by your developer. 



The WINMON program runs on a 32-bit Windows workstation. However, the program can communicate with DOS, OS/2, NLM, Windows 95, and Windows NT servers. 

Starting the Monitor 

Launch the WINMON program as you would any Windows application. The monitor first searches for the mapping file (MAPFILE.TXT� XE "MAPFILE.TXT" �) to verify which servers were accessed during the previous session. 



If the you or your developer have customized the mapping file through the Edit Monitor Map utility, the monitor will display the server, key, product, and user information specific to your network and application. For additional mapping information, please refer to Setting Up the Monitor in this section.  



If the mapping file has not been customized, the monitor searches for keys and provides a standard list of servers, keys, products, and users. The keys are identified by their developer ID, the products are identified by their sub-license ID, and the users are identified by their workstation ID. 



To Start the Monitor:

From the Windows Program Manager, enter the name of the program, WINMON, on the Command Line and press ENTER. 

The NetSentinel Monitor screen appears. 

� EMBED Word.Picture.6  ���

Viewing the NetSentinel Monitor

Server	 The name assigned to a server on this network. In addition, the server information can include the version, protocol, and node/workstation addresses. You may edit and maintain this field.  For additional information, please refer to Setting Up the Monitor later in this section.



Key	A list of all NetSentinel keys you have currently assigned to the server.  If a specified key supports individual products or individual sub-licenses mapped to the same key, the Product list box will be enabled and the key’s products will be selectable. If the key does not support any products, the Product list box will be disabled. You may edit and maintain this field.



Product 		A list of products for a specific key. All users assigned to the products are displayed in the Users list box. If the Product list box is disabled, the specified key does not support sub-licenses� XE "sub-licenses" �. You may edit and maintain this field.



Users  	A list of users assigned a license for the specific product mapped to a specific server.  The Last Access Time column details the last time the user accessed the license. If the user no longer needs access to the license, you can delete the license from the user by selecting the user and pressing the Delete User License� XE "Delete User License" � button.  The license can be reallocated to another user.  It is recommended that you create a password to restrict this function. For additional information, please refer to Server Command Line Options in the Security Server chapter. 



�

View Keys by Server, Keys, Users	A table that allows keys to be viewed by server, keys, or users. The fields on the table are as follows: 



Field�Description��Name�The name of the NetSentinel key.��Type �The type of NetSentinel key, either Pro or C.��AlgoID�The Developer ID for the specific key.��Subs�The maximum number of sub-licenses that may be issued.��Max�The maximum number of users that may be issued.��Users�The current number of users that own a license.��Peak�The greatest number of licenses issued during this session.��Locked�Whether or not the key is currently locked against queries.��



In addition, you may perform the following actions:



Option�Description��Edit Mapping File�Provides access to the WINMON Mapping utility. A system administrator can customize the monitor and map servers, keys, products, and users.��Update Display�Updates the display with any new information entered in the Edit Mapping File.��Quit	�Returns to the previous screen.��

�To display information on NetSentinel Monitor screen: 

Select the Server, Key, Product, or User list box. 

Or

Select the View Keys by Server,  View Keys by Keys,  or View Keys by Users table by clicking on the specific radio button.

Displaying Servers

On the NetSentinel Monitor screen, select the Server list box.

Select the server by name or view All Servers. You can view the name of the keys, products, and users mapped to the specific server.



To view additional information, select the View Keys by Server table. You can view the following information by server: 

Name, type, and algo ID of  NetSentinel key mapped to a specific server.

Maximum number of sub-license limits that may be issued by a specific server.

Maximum number of users that may be issued licenses by a specific server.

Greatest number of licenses issued during this session.

Whether or not a key is currently locked against queries on a specific server.



Displaying Keys

On the NetSentinel Monitor screen, highlight the Key list box. 



Select the key by name or view All Keys. You can view the name of the products and users mapped to the specific key.

To view additional information, select the View Keys by Key table. You can view the following information by key: 

Name, type, and algo ID of  NetSentinel key.

Maximum number of soft license limits that may be issued by a specific key.

Maximum number of sub-license limits that may be issued by a specific key.

Maximum number of users that may be issued licenses by a specific key.

Greatest number of licenses issued during this session.

Whether or not a key is currently locked against queries.

Displaying  Products

On the NetSentinel Monitor screen, highlight the Product list box.



Select the product by name or view All Products. You can view the name of the users mapped to the specific product.

Displaying Users

On the NetSentinel Monitor screen, select the server, key, and product from their respective list boxes to filter the users listed in the Users list box. 

To view additional information, select the View Keys by User table. You can view the following information by user: 

Name, type, and algo ID of  NetSentinel key mapped to a specific user.

Maximum number of sub-license limits that may be issued to a specific user.

Maximum number of users that may be issued licenses to a specific user.

Greatest number of licenses issued to a user during this session.

Whether or not a key is currently locked against queries. 

Setting Up the Monitor

You can customize the monitor to identify the specific servers, keys, products, and users within a specific application or program.  If the mapping file is not customized, the monitor will display users by their workstation number, keys by their Developer ID, and products by their sub-licenses.



The information entered in each field will filter information in the other fields. For example, the Server field will filter information in the Key, Product, and Users fields to reflect the status of a specific server. If All Servers is selected in the Server field, all the keys will be displayed.



The Key field will filter information displayed in the Product and Users fields. If the key supports multiple products, the Product field will display the different items supported. If the key does not support products, the Product field will be disabled. 

To Set Up the Monitor:

From the NetSentinel Monitor screen, click on Edit Mapping File. 

The Edit Monitor Map screen appears. 

�

Viewing the Edit Monitor Map

Transport Type	A type of protocol to search for servers.



Server Name	A name you assigned to a server.   



Search Limit Decimal	The maximum of number of servers to search for a specific name. The maximum number of servers is 5. 



Key Name  	A name of the NetSentinel key you currently assigned to the server. 



Key ID Hex Value  The Developer ID for a specific key. 



Product Name  The product name you assigned to a product or license. 



App ID Decimal  The sub-license assigned to a specific product.



User Name	The name you assigned to a workstation ID.   



Workstation ID Hex� XE "Workstation ID Hex" �	The workstation used by a specific user. 



The options on the Edit Monitor Map screen are as follows:



Command�Description��Add�Adds the name to the selected field.��Delete�Deletes the name from the selected field.��Previous �Returns the list in a selected field to the previous name.��Next�Moves the list in a selected field to the next name.��Save Map�Saves the changes to the Edit Monitor Map screen.   ��Done�Returns to the NetSentinel Monitor screen.��Editing the Edit Monitor Map 

You may add and delete information on the servers, keys, products, and users whenever needed. Numerous changes can be entered without exiting the screen. However, you must be sure to save the changes when you exit the screen. 



To enter the screen, click on Edit Mapping File on the NetSentinel Monitor screen. To exit, click on Save Map, then click on Done. You will return to the NetSentinel Monitor screen. Click on Update Display to view the changes from the Edit Monitor Map screen.



Note	The Edit Monitor Map screen does not update until you check the Update Display button.

To Add a Server:

Select the Server Name list box. Click on the Next button near the Server Name list box until Server Name? appears.

Enter the name of the server in the Server Name list box. Click on Add. 

To Delete a Server:

Select the Server Name list box. Click on the Next or Previous button near the Server Name list box until the specific name appears.

Click on Delete. 

To add a Key:

Select the Key Name list box to map to the server shown in the Server Name list box. Click on the Next button near the Key ID list box until Key Name? appears.

Enter the name of the key in the Key Name list box. Click on Add. 

Enter the Key ID Hex Value or Algo ID string associated with the key.

To Delete a Key:

Select the Key Name list box. Click on the Next or Previous button near the Key ID list box until the specific name and Key ID appear. 

Click on Delete. 

To Add a Product:

Select the key you are assigning to a product by clicking on Next and Previous by the Key ID Hex Value list box.

Select the Product Name list box. Click on the Next button near the App ID list box until Product Name? appears.

Enter the name of the product in the Product Name list box. Click on Add.

Enter the App ID or sub-license associated with the product.

To Delete a Product:

Select the Product Name list box. Click on the Next or Previous button near the App ID list box until the specific name and application ID appear.

Click on Delete. 

To Add a User: 

Select the User Name list box. Click on the Next button near the Workstation ID list box until User Name? appears.

Enter the name of the user in the User Name list box. Click on Add.

Enter the Workstation ID associated with the user.

To Delete a User:

Select the User Name list box. Click on the Next or Previous button near the Workstation ID list box until the specific name and workstation ID appear.

Click on Delete. 



Note	It is recommended that a password be required to access the Delete User License function. If a password is not set, the server will not require a password to delete licenses. For additional information on creating a password, please refer to Server Command Line Options in the Secruity Server chapter.

DOSMON and OS2MON

�XE "DOSMON utility"��XE "OS2MON utility"��XE "DOS:DOSMON utility"��XE "OS/2:OS2MON utility"��XE "NetSentinel Monitor"��XE "monitoring NetSentinel usage"�The NetSentinel monitor program, for DOS and OS/2, displays information on all security servers and NetSentinel keys in the network.  This information includes server transport protocols, the number of licenses in use, the number of users disconnected after timing out, and the license limit for each key.



The monitor can be run on any client workstation in the network.  It reports on all NetSentinel keys connected to all security servers in the network.



Two versions of the monitor are provided: DOSMON for DOS and OS2MON for OS/2.  To run DOSMON under Windows, use a PIF file that locks application memory and enables background processing.

Guidelines

The following guidelines should help you use the monitor:

�SYMBOL 183 \f "Symbol" \s 10 \h�	To select an item from a list (and see more detailed data on it), move the highlight bar to it using the arrow keys and press ENTER.

�SYMBOL 183 \f "Symbol" \s 10 \h�	To return to the previous screen, press ESC.  Pressing ESC from the first screen exits the program.  The exit must be confirmed before the program will terminate.

�SYMBOL 183 \f "Symbol" \s 10 \h�	To update the data on your screen, press TAB.  The message Working - Please Wait is displayed while new data is collected.  If it is necessary to search the entire network, a bar graph shows the progress of the update.

�SYMBOL 183 \f "Symbol" \s 10 \h�	For help on any screen, press the F1 key.

�SYMBOL 183 \f "Symbol" \s 10 \h�	The monitor will recognize a mouse.  On menus, a single click moves the highlight bar, and a single click on the highlight bar or a double click on a non-highlighted selection selects the menu option.  In lists, clicking on an item selects the item.  Clicking on any bar at the bottom of the screen is the same as pressing the key highlighted in the bar.

Starting the Monitor

�XE "DOSMON utility:starting"��XE "OS2MON utility:starting"�Before running the monitor, make sure you have started the appropriate network transport (IPX/SPX, NetBIOS, TCP/IP, or Named Pipes).  If you are using OS2MON, you must also copy RHPANELP.DLL from the TOOLS\OS2 subdirectory to a directory specified in your LIBPATH.



Usually, the NetSentinel monitor will automatically detect the type of display you are using.  However, if a monochrome display is used with a color card, the NetSentinel monitor may detect a color display.  To override automatic display sensing, do one of the following before starting the monitor:	

�SYMBOL 183 \f "Symbol" \s 10 \h�	Monochrome: Set the environment variable PNLMONO to 1.� XE "NetSentinel Monitor:monochrome vs. color monitors" �

�SYMBOL 183 \f "Symbol" \s 10 \h�	Color: Set the environment variable PNLCOLOR to 1.

To start the monitor:

1	Type the name of the program (DOSMON or OS2MON) and press ENTER.  The monitor then scans the network for NetSentinel keys.  This may take several minutes, during which a bar graph appears indicating the progress of the search. The amount of time the search takes is determined by your network software.



Network Monitor Main Menu

View by server

View by algorithm

Print network data base

Display department names

Exit program	

2	  Move the highlight bar to the desired selection and press ENTER.

Displaying All Servers

�XE "DOSMON utility:displaying all servers"��XE "OS2MON utility:displaying all servers"�The View by server option on the Network Monitor Main Menu lists information on all servers found on the network.



Network View by Server

Server     Version    Keys      Protocol        Network Node Address

NETINEL0      3.20       5      Named Pipes     034A7826

NETINEL1      3.30       2      NetBIOS         0215A263

NETINEL2      3.30       4      IPX/SPX         0451B324

Server    The name assigned to a server on this network.  Servers are named sequentially, starting with NETINEL0 for the first one to come up on the network.  If you specified a special department name for your server, the first server name will be the department named followed by 0 (for example, SALES0 for the SALES department).

Version  The version number of the security server.

Keys  The number of NetSentinel keys currently connected to this server.

Protocol  The security server transport mechanism: IPX/SPX, NetBIOS, or Named Pipes.

Network Node Address  The network address for this server.  This is assigned through your network.

To display all security servers connected to your network:

1	Select View by server from the Network Monitor Main Menu.

2	When reviewing the data, you can press TAB to update the screen, ENTER to select a specific server to review, F1 for help, or ESC to return to the Network Monitor Main Menu.

Displaying All Algorithms

�XE "DOSMON utility:displaying all algorithms"��XE "OS2MON utility:displaying all algorithms"�The View by algorithm option on the Network Monitor Main Menu displays information on all NetSentinel algorithms and developer IDs found on the network.



Network View by Algorithm ID

Algorithm ID   Keys   Maximum   In Use   T/O      High

1736            3        20       12      0        13

32B4            2       100       77      5       100

7F2F            1        10       10      1        10

Algorithm ID  The developer code or algorithm ID assigned to this key.

Keys  The number of NetSentinel keys on your network that have this identifier.  These may be spread across multiple servers.

Maximum  The total site licensing limit for all of these keys.  If you use NetSentinel-C keys with soft limits, the soft limits are reflected.  If you use all NS-X keys and do not program soft limits into them, Unlimited appears.  If you use both NS-X keys and keys with limits, Unlimited appears.

In Use  The number of licenses for this identifier that are currently in use.

T/O The number of licenses for this identifier that timed out and were disconnected since the server was executed.

High  The greatest number of licenses for this identifier that have been in use at any one time since the server was executed.

To display all NetSentinel developer/algorithm IDs on the network:

1	Select View by algorithm from the Network Monitor Main Menu.

2	When reviewing the data, you can press TAB to update the screen, ENTER to select a specific identifier to review, F1 for help, or ESC to return to the Network Monitor Main Menu.

Displaying All Keys on a Server

�XE "DOSMON utility:displaying all keys on a server"��XE "OS2MON utility:displaying all keys on a server"�The Algorithm View for Server screen displays information on all keys managed by a particular server.



Algorithm View for Server NETINEL1

Algorithm ID    Maximum   In Use   T/O   High    Lock

329B                 10        8     1     10      No

3F23                 25       10     4     25      No

04AB                 10        1     0      9     Yes

FC61          Unlimited       14     0     26      No 

Algorithm ID  The developer code or algorithm ID assigned to this key.

Maximum  The maximum number of concurrent users allowed by this key.  For a NetSentinel-C, the soft limit is shown if programmed.  For an NS-X key with no soft limit, Unlimited appears.

In Use  The number of licenses currently in use on this key.

T/O  The number of licenses on this key that timed out and were disconnected since the server program was executed.

High  The greatest number of licenses for this key that have been in use at any one time since the server program was executed.

Lock  Whether or not the key is currently locked against queries.

To display all keys managed by a specific security server:

1	Select View by server from the Network Monitor Main Menu.

2	Select the server in which you are interested.

3	When reviewing the data, you can press TAB to update the screen, F1 for help, or ESC to return to the Network View by Server screen.

Displaying All Keys with a Given Algorithm

�XE "DOSMON utility:displaying all keys with an algorithm"��XE "OS2MON utility:displaying all keys with an algorithm"�The View of Algorithm ID screen displays information on all keys that have a specific algorithm or developer ID.

 View of Algorithm ID 7F2D

Server      Maximum    In Use   T/O    High   Lock   Protocol

NETINEL0         10         8     1      10     No    Named Pipes

NETINEL0         25        10     4      25     No    Named Pipes

NETINEL2         10         1     1      10     No    NetBIOS

NETINEL3  Unlimited        22     0      27    Yes    IPX/SPX

Server  The name of the security server to which this key is connected.

Maximum  The maximum number of concurrent users allowed by this key.  For a NetSentinel-C, the soft limit is shown if programmed.  For an NS-X key with no soft limit, Unlimited appears.

In Use  The number of licenses currently in use on this key.

T/O  The number of licenses on this key that timed out and were disconnected since the server program was executed.

High  The greatest number of licenses for this key that have been in use at any one time since the server program was executed.

Lock  Whether or not the key is currently locked against queries.

Protocol  The security server transport.

To display all keys with a specific identifier:

1	Select View by algorithm from the Network Monitor Main Menu.

2	Select the identifier you are interested in.

3	When reviewing the data, you can press TAB to update the screen, F1 for help, or ESC to return to the Network View by Algorithm screen.

Displaying and Changing Department Names

�XE "DOSMON utility:changing department names"��XE "OS2MON utility:changing department names"�Usually, applications and servers are run with the default department name of NETINEL.  If you wish to see servers in other departments, however, you must give those department names to the monitor.  This can be done from the command line (described later in this chapter) or from within the monitor.

To display or change department names:

1	Select Display department names from the Network Monitor Main Menu.



Departments

ENGR

FINANCE

NETINEL

SALES

2	Using the highlight bar and appropriate menu controls, you can add, delete, or change names on this list.

3	To update the network data base, press the TAB key after changing department names in order to scan the network for additional servers.  The network monitor searches only for servers whose department names appear on the Departments menu.

Printing the Network Configuration

�XE "DOSMON utility:printing network configuration"��XE "OS2MON utility:printing network configuration"�The Print network data base option on the Network Monitor Main Menu prints the network configuration to a printer or a disk file.



The network configuration is printed in the same format as the screens, in the following order:  Network View by Server, Algorithm View for each server, Network View by Algorithm ID, View of each algorithm.



Under OS/2, the Network View by Server exceeds 80 print characters per line.  In this case, there will be an additional page containing the server name and network node address.



To cancel the print request at any point in this procedure, press ESC.

To print the network configuration to a printer:

1	Select Print network data base from the Network Monitor Main Menu.



Select print option

Print to the printer

Print to a file

2	Select Print to the printer.



Select printer

LPT1

LPT2

3	Select the appropriate printer port.

To print the network configuration to a file:

1	Select Print network data base from the Network Monitor Main Menu.



Select print option

Print to the printer

Print to a file

2	Select Print to a file.



File Name: NETMON.PRT

3	Type the file name, or accept the default (NETMON.PRT).  Press ENTER.  The file name can be specified with or without the pathname.



The specified file exists

Select another file name

Overwrite the file

Cancel the print

4	This screen appears if the file you named already exists.	To save the original file, choose Select another file name and go back to step 3.  To replace the original file, choose Overwrite the file.  To return to the Network Monitor Main Menu without printing, choose Cancel the print.

DOSMON Command Line Options

�XE "DOSMON utility:command line options"�The following command line options are supported by the DOS monitor.  Command line switches are not case-sensitive.



Option�Description��/DN:<name>�Changes the server’s department name from NETINEL to <name>.  Clients must use the Set Rainbow Library Parameters API call to access servers with department names other than NETINEL.��/H, /?�Displays help information.   To redirect the output to a file, use “>”.��/I�Searches for security servers using the IPX/SPX protocol.��/MS:<nnn>�Sets the maximum number of servers running on the network to <nnn>.  <nnn> is a value from 1 to 10, and is used to determine server names.  A value of 10, for example, causes servers to be named NETINEL0 through NETINEL9.��/N�Searches for security servers using the NetBIOS protocol.��/S�Displays software security information (network license configuration and status) on the console, and then terminates.  To redirect the output to a file, use “>”.  The information displayed is the same as that printed by Print network data base.���OS2MON Command Line Options

�XE "OS2MON utility:command line options"�The following command line options are supported by the OS/2 monitor.  Command line switches are not case-sensitive and each option must be preceded by at least one space.



Option�Description��/A�Searches for security servers using the NetBIOS ACSNETB protocol.��/DN:<name>�Changes the server’s department name from NETINEL to <name>.  Clients must use the Set Rainbow Library Parameters API call to access servers with department names other than NETINEL.��/H, /?�Displays help information.  To redirect the output to a  file, use “>”.��/I�Searches for security servers using the IPX/SPX protocol.��/L:<type>:<dll>�Configures the server for a specific network operating system.  By default, the server program looks for certain Dynamic Link Libraries (DLLs) to determine which system is installed.  Use the /L option if you have multiple network operating systems installed and wish to control which is selected.

Enter /L:1 for IBM LAN Server (ACSNETB.DLL), or /L:2 for Microsoft LAN Manager or Novell NetWare OS/2 Requester (NETAPI.DLL).

If you want to specify the DLL to be used, enter the name after the number.  For example, /L:1:ACSNEW.DLL loads the ACSNEW.DLL file and uses it as an IBM-type NetBIOS DLL.��/MS:<nnn>�Sets the maximum number of servers running on the network to <nnn>.  <nnn> is a value from 1 to 10, and is used to name the servers.  A value of 10, for example, causes servers to be named NETINEL0 through NETINEL9.��/N�Searches for security servers using the NetBIOS NETAPI protocol.��/O:<file>�Specifies the NETOEM (Network Named Pipes) DLL file name.��/P�Searches for security servers using the Named Pipes protocol.��/S�Displays software security information (network software security configuration and status).  To redirect the output to a file, use “>”. The information displayed is the same as that printed by Print network data base.��OS2MON searches only for those security servers that use the protocols specified on the command line.  If no protocol is specified, the default is all protocols (/I /P /N /A).



The default DLL file names are ACSNETB.DLL, NETAPI.DLL, and NETOEM.DLL.  Your LIBPATH is used to locate these DLLs.  If you specify a DLL file name without a path and extension (for example, NEWDLL) the monitor uses your LIBPATH to locate the file.  If the specified DLL cannot be located, the associated protocol will not be supported.  An error message is displayed only if no transport protocols are available.



Examples

OS2MON�Searches for security servers using IPX/SPX, Named Pipes, NetBIOS   NETAPI, and NetBIOS ACSNETB.  This is the default.

OS2MON /I /P�Searches for security servers using IPX/SPX and Named Pipes.

OS2MON /L:1:NEWDLL�The ACSNETB DLL will be NEWDLL.DLL and must be located in a LIBPATH directory.

OS2MON /O:C:\NETWARE\NEWDLL.DLL�The NETOEM DLL will be C:\NETWARE\NEWDLL.DLL.
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